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QUESTION: 17 
Which are true about activating the Microsoft Office license in a FortiSandbox? (Choose 
two.) 

A. Happens simultaneously with the activation of the Windows licenses 
B. Does not require Internet access 
C. Requires that you download a license file from the Fortinet support website 
D. Requires you to enter the key in the FortiSandbox GUI  

Answer: C, D 

QUESTION: 18 
Based on the exhibit, which are true? (Choose two.) 



A. Depending on the version indicated in the PDF file, FortiSandbox will scan using 
only one PDF reader (either Adobe Reader 9 or Adobe Reader 11). 
B. If there are no Internet Explorer 10 installations in your network, you can safely 
disable the scanning of Adobe Flash with Microsoft Internet Explorer 10. 
C. FortiSandbox will scan all Flash applications using Internet Explorer 10. This does 
not guarantee safety for Internet Explorer 8. 
D. You can safely disable the PDF scanning with Acrobat Reader 9 because PDF 
scanning with Acrobat Reader 11 is enabled. 
 
 
Answer: A, C 
 
 
QUESTION: 19 
Which protocols are supported for archiving scan job reports? (Choose two.) 
 
 
A. CIFS 
B. NFSv2 
C. SMB 
D. FTP  
 
 
Answer: A, B 
 
 
QUESTION: 20 
The Windows licenses in a FortiSandbox could be locked because they have exceeded 
the maximum number of allowed activations. What should the administrator do to fix 
the problem? 
 
 
A. Contact Microsoft support. 
B. Restore a backup of the configuration taken before the licenses became locked. 
C. Reinstall the license files. 
D. Contact Fortinet support.  
 
 
Answer: D 
 
 
QUESTION: 21 
Based on the exhibit, which files will be sent to FortiSandbox? (Choose three.) 
 



 



A. A 7 MB PDF attachment to an email, sent over SMTP. 
B. A 3 MB archive that decompresses to 16 MB, sent over HTTP. 
C. A 3 MB Flash video, sent over HTTP. 
D. An 11 MB EXE file, sent of HTTP, detected as suspicious. 
E. A 5 MB EXE file attached to an email, sent over POP3, detected as known malware.  
 
 
Answer: A, C, D 




